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AHHOTauuA

B ycnosusx ctpemutensHON LydpoBu3aumi 06LLEeCcTBa U SKOHOMMKM MHPOPMALMOHHAS MHGPACTPYKTYpa, BKIHO-
yatowas B cebs KpUTUYECKM BaxHble 00BEKTbI, NpuobpeTaeT NepBOCTENEHHOE 3HAYEHWE ANS CTAabMNBHOCTM W
Be3onacHoCTM rocygapcTBa, a Takke Ans HEenpepblBHOCTM LeATeNbHOCTW KpynHoro 6usHeca. Knbepnpectyn-
HOCTb KaK yrpo3a Ans AaHHOM MHAPacTPyKTypbl NpeAcTaBnseT coboit cepbe3HbIi BbI30B A1 HALMOHAMbBHbIX 1
MEXZyHapOoaHbIX cucTeM npasonopsigka. KroyeBbiM acrnekToM B MPOTUBOAEMCTBUM KMOEPNPECTYNNEHNSM sB-
NAETCS NOHATUE «Bped WHAOPMALMOHHON MHGPACTPYKType», onpeaeneHue ero rpaHuy 1 paspabotka agdek-
TUBHbIX MEXaHW3MOB YCTaHOBMNEHUS W [OKa3blBaHWUS (DaKTa NPUUMHEHWS Takoro Bpeda. [laHHas cTaTbst NOCBS-
LieHa KOMMIEKCHOMY aHanu3y 3aKOHOLATEeNbHOr0 PeryrimpoBaHus MOHATUS «Bpen MH(OPMALMOHHON WHpa-
CTPYKTYPE» B PasnuyHbIX IOPUCAMKLMSX. B YacTHOCTM, aHanu3y nogBeprHyTbl HOPMATUBHbIE akTbl Benvnkobputa-
HuW, BoeTHama, Kutas, Manainsum, Cudranypa, CoegunHeHHbIx LLUTatoB Amepuku, ctpaH EBponelickoro cotosa B
paccmatpuaemon ccepe. B pabote Byayt paccmoTpeHbl NpobnemHble BOMPOChI, BO3HWKAIOLME NP YCTaHOB-
NeHU 1 JoKa3blBaHUM BPeda, NPUYMHEHHOTO KN6epnpecTynneHnsamMu 06 bekTam KpUTUYECKON MHKDOPMAaLIMOHHON
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MHPACTPYKTYPbI, C NCMONb30BAHMEM HaY4HbIX UCTOYHUKOB, HOPMATUBHBIX NPABOBLIX akTOB M MPUMEPOB W3 CYy-

Ae6HO NpaKTUKA,

KntoueBble cnoBa: knbepnpecTynHoCTb, YrofloBHOE NpecrnefoBaHie, YronoBHbIA MPOLECC, YrOMOBHbIA 3akoH, Bpes,
MHAOPMALIMOHHAs MHGPACTPYKTYpa, MHGOPMaLMOHHas Ge30MacHOCTb.

Abstract

In the context of the rapid digitalization of society and the economy, information infrastructure, including critical
facilities, is of paramount importance for the stability and security of the state, as well as for the continuity of large
businesses. Cybercrime, as a threat to this infrastructure, poses a serious challenge to national and international law
enforcement systems. The key aspect in countering cybercrime is the concept of "harm to the information
infrastructure”, defining its boundaries and developing effective mechanisms for establishing and proving the fact of
causing such harm. This article is devoted to a comprehensive analysis of the legislative regulation of the concept of
"harm to information infrastructure" in various jurisdictions. In particular, the regulatory acts of Great Britain, Vietnam,
China, Malaysia, Singapore, the United States of America, and the European Union countries in this area have been
analyzed. The paper will address problematic issues that arise when establishing and proving the harm caused by
cybercrimes to objects of critical information infrastructure, using scientific sources, regulatory legal acts and

examples from judicial practice.

Keywords: cybercrime, criminal prosecution, criminal proceeding, criminal law, harm, information infrastructure, information

security.

[MoHATMe «Bpen UH(OPMALMOHHON MHAPACTPYK-
Type» SBNAETCH MHOTOACNeKTHbIM U TpebyeT YeTko-
ro onpegenexus ans Lenei YrofioBHOTO U agMUHK-
CTpaTUBHOrO npecrefoBaHus 3a kubepnpecTynne-
HWS. B wmpokom cmbicne Bpen MHDOPMALMOHHOM
WHPACTPYKTYpe MOXET BKMoYaTh B cebs 60nbLLON
CMEKTP HeraTUBHbIX MOCNEACTBUN, HAYMHAs OT Bpe-
MEHHOr0 HapyLieHns (YHKLUMOHMPOBAHUS MHAOP-
MaLMOHHbBIX CUCTEM [0 CEepbe3HbIX AKOHOMUYECKNX
noTepb, coumarnbHbIX NOTPSCEHWUA W Yrpo3bl HALMO-
HanbHOM Be3onacHocTu. [Ins Lenen npaBoBOro pe-
rynMpoBaHWUA W NpaBOMPUMEHEHUS Heobxoaumo
Cy3UTb [aHHOE MOHATWE W BbIAENUTb KOHKPETHblE
BMAbI Bpeaa, KOTOpble NoAnexaT NpaBoBOW OLEHKe
W BNEKYT 3a cOBOM OTBETCTBEHHOCTD.

B HayyHoM nuTepaType noOYEepKUBAETCH, YTO
BPeA B KOHTEKCTe KMbepnpecTynHOCTU BbIXOAWT 3a
paMKuW TPaAMUMOHHLIX NPEACTaBNEHUA O MaTtepu-
anbHoM yuepbe.

Tak, A. W. bacTpbikuH ykasbiBaeT Ha Heobxoam-
MOCTb y4eTa He TOSbKO UMYLLECTBEHHOrO, HO 1 He-
MMYLLIECTBEHHOO Bpea, BKNYas «ywepd penyta-
LK, MOpanbHbIi Bpes, Bpes 340POBbI0, Bpes OKpy-
XaloLen cpege, Bpef HaumnoHansHon 6e3onacHoCTu
W VHble BMabI Bpegdar'.

B. b. BexoB oTmevaeT, 4to knubepnpectynneHus
MOTYT MPUYUHATD «MaTepuasibHbIi, MOpanbHbIM W
OpraHu3aumoHHblil Bpegy [2. — C. 28.

" BactpbikuH A. U. KpumuHonorus. Kypc nekuwit. — M. : Uspa-
TENbCTBO «Jk3ameHy, 2017. — C. 15.
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C. B. TleTpeHKO aKUEHTUpPYET BHUMaHWE Ha
«KOMMIIEKCHOM XapaKTepe Bpefa», MPUYMHAEMOrO
KnbepnpecTynneHnsMn 1 UMEKOLLEro «3KOHOMUYe-
CKWIA, couparnbHbliA, NOAUTUYECKUA U MCUXOMNOrnye-
ckuit acnekTbl» [4. — C. 45].

B poccuiickom  3akoHOAaTeNbCTBEe  MOHATUE
«Bpeq, MHOPMALMOHHON WHGPACTPYKTYpe» NPsSMO
He 3aKpenrieHo, OfHaKO YrofoBHOE 3akoHOAaTeSb-
CTBO COLEPXWUT psAL CTaTell, HanpaBfieHHbIX Ha 3a-
LWMTY MHCPOPMALMOHHON UHDPACTPYKTYPbI U Npeay-
CMaTpMBAIOLLMX OTBETCTBEHHOCTb 32 AesHUs, Mpu-
ynHstowme en Bped. Ctatbst 274.1 YronoBHOMO Ko-
nekca Poccuitckoin ®epepaumv (ganee — YK PO)
«HenpaBoMepHOe BO3OEUCTBME HA KPUTUYECKYHD
WH(OPMALIMOHHYKD  MHEPpacTpyKTypy  Poccuickoi
®efepauuny ycTaHaBnMBaeT OTBETCTBEHHOCTb 3a
CO3JaHue, pacnpoCcTpaHeHWe WM KCnonbL3oBaHue
KOMMbIOTEPHBIX MPOrpamMm nMbo WHOW KOMMbOTEpP-
HOM MHGbopMaLuK, 3aBefoMO  NpeaHa3HaYEHHbIX
ANS HENPaBOMEPHOTO BO3AENCTBUSA Ha KPUTUYECKYHO
MH(OPMALIMOHHYIO MHMPACTPYKTYpY, a Takke 3a
HenpaBOMEpHbIN JOCTYN K KPUTUYECKON WHGopma-
LUMOHHON WHGPpaCTPyKType, €Ccnv 9TW AesHUs no-
BMEKM TSXKKWE NOCMEeACTBUS WM CO3Aann yrpo3y
WX HacTynneHus. log «TSHKKMMM NOCNEACTBUAMMY
NOHUMAIOTCS, B YAaCTHOCTU, «NpeKpaLLeHne yHKLm-
OHVMPOBAHWSA KPUTUYECKU BAXKHOW MHGOPMALMOHHON
WHPaCTPYKTYpbl, HapylueHne 6e30nacHoOCTU Kpu-
TUYECKM BaXHOWN MH(OPMALMOHHOW MHPACTPYKTY-
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Pbl, MPUYNHEHME KPYMHOrO yulepba, uHble TsKKMe
nocneacTema»’.

®enepanbHbIn 3aKkoH oT 26 uonsa 2017 r. Ne 187-
O3 «O 6e30MacHOCTM KPUTMYECKON MHOPMALWOH-
HOW WHpaCTPyKTYpbl Poccuickoin epepaummny?
onpegenser KpUTUYECKY WHAOPMALMOHHYKD WH-
dpactpyktypy (nanee — KWUW) kak «COBOKYNHOCTb
OOBEKTOB KPUTUYECKOM WMH(OPMALMOHHOM MH(ppa-
CTPYKTYpbl, @ TaKkKe CETEN 3NEeKTPOCBA3N, WUCMOSb-
3yeMbix Ansg obecneyeHns B3aUMOLEACTBUS TaKuX
obbekToB». ObbekTbl KWMW BKMiovaoT B cebs WH-
(PopMaLMOHHbIE  CUCTEMbI,  MH(OPMALMOHHO-
TENeKOMMYyHVUKaLWOHHble CeTH, aBTOMAaTU3MPOBaH-
Hbl€ CUCTEMbI YNpaBfeHns CyObEKTOB KPUTUYECKON
WH(DOPMALMOHHON  UH(PPACTPYKTYPbI, K KOTOPbIM
OTHOCATCS rOCY[apCTBEHHbIE OpraHbl, Y4pexneHns,
POCCUICKIE OPUANYECKME NLA N MHANBUOYaTbHbIE
npeanpuHAMaTeny, OCyLLeCTBRAWME  OesTenb-
HOCTb B C(pepax 34paBOOXPAHEHWSs, HayKW, TpaHC-
nopta, CBs3W, SHepreTukW, OGaHKOBCKOM cdepe K
WHbIX Cpepax.

B Hopmax 06 agMMHUCTPATUBHON OTBETCTBEHHO-
ctn cratbs 13.12.1 Kogekca Poccuiickon ®epnepa-
UM 06  agMUHUCTPATMBHBLIX NPaBOHAPYLUEHMSX
«HapyweHve npaBun 3awuTbl MHGOpMaLUu, Cco-
[iepxallencs B rocyaapCTBEHHbIX MHGOPMaLMOH-
HbIX pecypcax» npeaycMaTpuBaeT OTBETCTBEHHOCTb
3a HapylleHWe YCTaHOBMEHHbIX NpaBWN 3aWWTbI
WH(OpPMaLWK, cofepxallencs B rocyaapCTBEHHbIX
WH(OPMALIMOHHBIX pecypcax, a Takke 3a HeBbINon-
HeHne TpeboBaHuii No obecneyeHnto Ge3onacHoCTy
WH(OpMaLMK, COAepXallencs B rocyaapCTBEHHbIX
WH(OPMALMOHHBIX pecypcax. [laHHas cTaTbs Takke
MOXET OblITb MPUMEHEHa B Cnyyasx MpPUYUHEHUS
Bpeda WHGOPMALMOHHON WHGPaCTPYKTYpe rocy-
[apCTBEHHbIX OPraHOB ¥ YYPEXOEHNN.

Heobxoaumo OTMETUTb, YTO POCCUCKOE 3aKOHO-
[aTenbCTBO B LIESIOM HanpaBfieHo Ha 3aluTy Kpu-
TUYECKON WMH(OPMALMOHHON  UHPACTPYKTYPbl ¥

' TloctaHoBnenue [nenyma BepxosHoro Cypma Poccuiickoi
®epepauun ot 15 gekabpst 2022 r. Ne 37 «O HekoTOpbIX BO-
npocax cynebHON NPaKTUKK MO YrofioBHbIM Jenam O MpecTyn-
neHusix B cchepe KOMMbIOTEPHOM MHAOPMaLIMK, @ Takke WMHBIX
NPECTYNNEHMSX, COBEPLUEHHbIX C MCMONb30BaHNEM KOMMbIO-
TEPHbIX U MHGOPMALMOHHO-TENEKOMMYHMUKALMOHHBIX TEXHOSO-
Ui U SNEKTPOHHBIX HocuTenen uHdopmaumny // Poccuiickas
raseTa. — 23.12.2022. — Ne 290.

2 PepepanbHblIi 3akoH oT 26 uions 2017 1. Ne 187-03 «O bes-
OMacHOCTU KPUTMYECKON WHEPOPMALIMOHHON MHDPACTPYKTYpbI
Poccuinckon ®epepaunmn» [/ CobpaHue 3akoHOAaTenbCTBa
Poccuitckon depepaumm. — 31.07.2017. — Ne 31 (Hactb I). -
Cr. 4736.
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npegycMaTpuBaeT OTBETCTBEHHOCTb 33 [AesHus,
NPMBOLALME K €€ HapylleHuo unu gecrabunusa-
umn. OpHako MOHATWE «Bped MH(OPMALMOHHON
MHDPACTPYKTYPE» HE UMEET YeTKOW 3aKoHoaaTeslb-
HOW AehUHULMK, YTO CO3aeT onpeneneHHbIe Tpya-
HOCTU MpW KBanudmKauum KkubepnpecTynneHuin v
[0Ka3blBaHUK hakTa npudnHeHns speaa. CynebHas
npakTuka no genam o kubepnpectynnexnsx B Poc-
CUW MOKa eLle HaxoAWTCA Ha CTagun (HopMUpoBa-
HWS U HEQOCTATOYHO Pa3BUTa B YaCTW TOMKOBAHMS Y
NPUMEHEHNS MOHATUS  TSDKKME MOCNEACTBUSY U
«KPYNHbIN yLiepb» B koHTekcTe cTaThn 274.1 YK PO.

B mexayHapogHOM npaBe CUTyauust HEeCKONbKo
nHas. B Pesontouum MeHepansHoit Accambnen OOH
70/237 «[ocTmkeHns B cpepe nHopmaumm n Te-
NEKOMMYHUKALMA B KOHTEKCTE  MexXayHapOaHOM
BesonacHocTU»3  nopyepkuBaeTcs HeobxoaMMOCTb
NPeaoTBPALLEHNS WUCMONb30BaHNS  MHAOPMALMOH-
HbIX 1 KOMMYHWKALMOHHBIX TEXHOMOMMA Ansa «npe-
CTYMHbIX Leneny, BKMoYas AENCTBUS, HanpaBneH-
Hble Ha «NOAPbIB KPUTUYECKON MHGPACTPYKTYPbI».
KonBeHuns CoseTa EBponbl 0 KubepnpecTynHOCTy
(BynaneLuTtckas KOHBEHLWMS)* He COAEPXMT MPSAMOro
onpefeneHus «Bpeda MHMOPMALMOHHONW WHpa-
CTPYKType», OfHaKO YCTaHaBIMBaeT psif COCTaBOB
knbepnpecTynneHui, KoTopble UMNAWLMTHO noapa-
3yMeBalT MNpUYMHEHWE Bpeda WHGOPMaLMOHHON
WHPACTPYKTYpe, BKNOYAs HeCaHKLMOHWMPOBaHHbIN
[OCTYN K KOMMbIOTEPHBIM CUCTEMaM, BMeLlaTeSb-
CTBO B AiaHHblE, CUCTEMHOE BMELLATENbCTBO W 3M0-
ynoTpebnexne yctponcteamu. Mpu atom B Benuko-
BpuTaHMM 3amTa UHGOPMALMOHHOM UHKDPACTPYKTY-
Pbl 1 MPOTUBOAENCTBME KMOEPNPECTYNHOCT perynu-
PYIOTCA PSOOM 3aKOHOAATESNbHbIX aKTOB, BKIKOYast
3aKkoH 0 KoMMboTePHBIX 3noynoTpebnennsx 1990 r.
(Computer Misuse Act 1990)5, 3akoH 0 monuumm
crpaBen/MBoCT yronoeHoro npasocyaus 2006 T.
(Police and Justice Act 2006)¢ n 3akoH 0 npecTymnHo-
¢t 2015 1. (Serious Crime Act 2015)7.

3 UN General Assembly Resolution 70/237. Achievements in
the field of information and telecommunications in the context
of international security. 23 December 2015. AIRES/70/237. -
URL: https://undocs.org/A/RES/70/237

4 Council of Europe Convention on Cybercrime. Budapest, 23
November 2001. Council of Europe Treaty Series No. 185. —
URL: https://rm.coe.int/1680081561

5 Computer Misuse Act 1990. United Kingdom. 1990 p. 18. -
URL: https://www.legislation.gov.uk/ukpga/1990/18/contents

6 Police and Justice Act 2006. United Kingdom. 2006 p. 48. -
URL: https://www.legislation.gov.uk/ukpga/2006/48/contents

7 Serious Crime Act 2015. United Kingdom. 2015 p. 9. -
URL: https://www.legislation.gov.uk/ukpga/2015/9/contents



S5KOHOMUKA. TTIPABO. OBIIECTBO e T. 10, Ne 4 (44), 2025

VYroyioBHOE paBo U Opouecc

3aKOH O KOMMbIOTEPHbIX  3110ynoTPEONEeHMsX
1990 r. 9BNSeTCA OCHOBHLIM HOPMATUBHLIM aKTOM B
cthepe knbepnpectynHoctn B BenukobputaHun. OH
yCTaHaBnMBaeT psf YrofoBHbIX MpaBOHAPYLIEHWA,
CBSA3aHHbIX C HECAHKLMOHUPOBAHHLIM [OCTYNOM K
KOMMbIOTEPHBIM CUCTEMaM U AaHHbIM, a Takke C
BMeLLaTeNbCTBOM B MX paboty. Pasgen 3 atoro 3a-
KOHa yCTaHaB/IMBAET OTBETCTBEHHOCTb 3a «HECAHK-
LIMOHMPOBAHHOE [ENCTBUE C HaMepeHWeM HaBpe-
[UTb unu ¢ 6e3paccyacTBOM B OTHOLLEHUM TaKoro
Bpeda». «Bped» B JaHHOM CMbICnie onpefensercs
LUMPOKO M BKMKOYaeT B cebs «BpeMeHHoe unu no-
CTOSIHHOE HapyLueHne (hYHKLMOHUPOBAHUS KOMMbIO-
TEPHOW CUCTEMbI, MOBPEXAEHUE [aHHbIX, yTpaTy
[aHHbIX, YTpaTy [oX0A4a, penyTaumoHHbI yiiepb u
Apyrve Buabl Bpeda». Takum obpasom, BputaHckoe
3aKOHOAATENbCTBO MPSAMO  3aKpennseT NOHATUE
«Bped MH(MOPMALMOHHON WHPACTPYKTYpe» B KOH-
TEKCTe KMOepnpecTynneHuin, npuyeM B LIMPOKOM
TONKOBaHUM, OXBAaTbIBAIOWEM KaK MaTepuasibHbIi,
TaK W HemaTepuarbHbIn yiiepo.

3aKOHOM O MOMMUMK U CnpaBeaMBOCTU YrosoB-
Horo npasocyaust 2006 r. BHECEHbI nonpaeku B 3a-
KOH O KOMMbOTEPHbIX 3noynoTpebnexusx 1990 r., ¢
Y)XKECTOUYEHNEM CaHKUMA 3a KubepnpecTynnexus u
BBEJEHWEM HOBbIX COCTABOB NPECTYNNEHUNA, Takux
Kak «CO3AaHue Wiv noctaBka CpeacTs Ans kubep-
NPECTYNNEHNN» U «OTKa3 PaCcKpbITb KoY LUMEpPO-
BaHus». 3aKoH 0 npectynHoctn 2015 r. ganee pac-
Wupun gencTere 3akoHa O KOMMbOTEPHBIX 310yno-
TpebreHnsx, BBe4s HOBble COCTaBbl MPECTYNIEHNH,
cBs3aHHble ¢ DDoS-atakamu w gpyrumu popmamu
knbepaTak, HanpaBNEeHHbIX Ha HapYyLLEHWE (yHKLK-
OHMPOBAHMS UHPOPMALIMOHHON UHAPPACTPYKTYPBI.

CynebHas npaktuka BenukobputaHuu no genam
0 KubepnpecTynneHnsix 4EMOHCTPUPYET CepbesHoe
OTHOLUEHME K 3aluTe WH(OPMAaLMOHHON WHppa-
cTpykTypbl. B gene “R v Gold and Schifreen™ cyg
paccMoTpen [eno 0 HeCaHKUMOHUPOBAHHOM AOCTY-
ne K KomnbtoTepHon cucteme British Telecom. XoTa
00OBWHSIEMbIE HE MPUYUHWAW NPSAMOTO MaTepuanbHo-
ro ywepba, cyq npusHan ux BUHOBHLIMI B HapyLUe-
HAW 3aKkoHa O KOMMbIOTEPHbIX 3710ynoTPebneHnsx,
NOAYEPKHYB, YTO HECAHKLUWOHWPOBAHHbBIA [4OCTYN
cam no cebe moxeT ObiTb KBaNMUUMPOBAH Kak
«BpeA», Tak Kak OH MoapbiBaeT goBepue K MHAOp-
MaLMOHHON MHGPACTPYKType U CO3LAeT PUCK BO3-
HWKHOBEHUS Bornee cepbesHbiX NocneacTeuin. B ge-

"R v Gold and Schifreen. UKHL 1 (House of Lords judgment). —
URL: https://www.underground-book.net/chapters/ccm/Gold.html
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ne “DPP v Lennon™ cyp npuaHan 06BMHSEMOrO BU-
HOBHbIM B opraHusauuu DDoS-aTaku Ha Beb6-cant
OpraHu3aumm, 3aHUMatoLLencs 3awWwuTon npaB Xu-
BOTHbIX. Cya npurosopun 06BUHAEMOTO K NULLEHNIO
ceoboabl 1 Wwrpady, nogyepkHys, 4to DDoS-atakm
NPEACTaBNAT CEPbe3HY0 Yrposy Ans YHKLMOHW-
POBaHUS MHAOPMALMOHHOW MHAPACTPYKTYPbI U MO-
ryYT NPUYUHUTD 3HAYUTENbHBIN Bpes,.

FocypapctBa KOro-BocTouHoM Asun Takke ak-
TMBHO Pa3BMBAOT 3aKOHOAATENLCTBO B c(pepe Ku-
Bepbe3onacHoCT M NPOTMBOAENCTBUS Kubepnpe-
CTYMHOCTH.

B CuHranype OCHOBHbIM HOPMaTMBHbIM akTOM B
chepe knbepbesonacHOCTM ABNSETCS 3aKOH O KOM-
NbIOTEPHBIX 310ynoTpebnexnax n knbepbesonacHo-
ctm (Computer Misuse and Cybersecurity Act)3.
Pasgen 8 9TOro 3akoHa ycTaHaBnMBaeT OTBET-
CTBEHHOCTb 3a «HECaHKLWOHMPOBAHHOE MOANULK-
pOBaHNE KOMMbIOTEPHBIX MaTepuanoBy. «Komnbro-
TEpHblE MaTepuanbly ONpeaensitoTCs LUMPOKO U
BKMKOYaKT B ce0s «AaHHble, Nporpammbl, Hopma-
Umo 1 nporpammHoe obecnevenney». «Moguduupn-
poBaHue» BKMOYAET B cebsi «M3MEHeHWe, CTUpaHWe,
no6aBneHne 1Ny NOBPEXAEHNEe KOMMbIOTEPHBIX Ma-
Tepuanosy. Pasaen 9 3akoHa ycTaHaBnMBaeT OTBET-
CTBEHHOCTb 3a «HECAHKLMOHMPOBAHHOE BOCMPEnsT-
CTBOBaHWE AOCTYNYy K KOMMbIOTEPY WK KOMMbIOTEp-
HbIM ycnyram». [JaHHble CTaTbi 3aKoHa MMMNLMTHO
nNpeaycMaTpuBalOT OTBETCTBEHHOCTb 3@  [AESHUS,
NPUYKUHAIOLLME BpeS UH(OPMALMOHHON MHAPACTPYK-
Type nyTeM MOAMMUKALMM OaHHbIX U HapyLLeHWs
[0CTYNa K KOMMbIOTEPHBIM CUCTEMAM W YCIyraMm.

3akoH 0  kubepbesonacHoct 2018 .
(Cybersecurity Act 2018)* ycunun 3awuty Kputude-
CKON MHOPMaLMOHHON UHGPacTpyKTypbl CuHrany-
pa. 3aKkoH ycTaHaBnuBaeT TpeboBaHWs K Bnagerb-
Lam KpUTUYEeCKOM WMH(OPMALMOHHON WH(PACTPYK-
Typbl N0 obecneyeHunio knbepbesonacHoCT, BKMHO-
yas peructpaumto obbektos KWW, nposegexve oue-
HOK puCKOB, pa3spaboTky nnaHoB kubepbesonacHo-
cTn 1 coobuyerne 0b nHumaeHTax knbepbesonacHo-
CTW. 3aKOH Takke npeaycMaTpuBaeT YrofoBHyH OT-
BETCTBEHHOCTb 3a HapylueHue TpeboBaHuit kubep-
6esonacHocTv KWW v 3a kubepataku Ha KUW.

2DPP v Lennon. EWHC 130 (Admin) (England and Wales High
Court (Administrative Court) judgment). — URL: https://www.
casemine.com/judgement/uk/5a8ff72260d03e7f57ea8455

3 Computer Misuse and Cybersecurity Act. Singapore. Act 3 of
1998. — URL: https://sso0.agc.gov.sg/Act/CMCA1998

4 Cybersecurity Act 2018. Singapore. Act 9 of 2018. -
URL: https://sso.agc.gov.sg/Acts-Supp/9-2018
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B Manainsun OCHOBHbIM HOPMaTWBHbLIM aKTOM B
cthepe kubepnpecTynHocTH sBnsieTcs 3akoH O KOM-
nbloTepHblx npectynnenuax 1997 r. (Computer
Crimes Act 1997)'. Pasgen 3 aTtoro 3akoHa ycTa-
HaBIMBaeT OTBETCTBEHHOCTb 3a «HECAHKLMOHMPO-
BaHHbIA [JOCTYN K KOMMbIOTEPHBIM MaTepuanamy,
pasgen 4 — 3a «HeCaHKUMOHMPOBAHHBIA [OCTYN C
HamepeHneM COBEpPLUMTb UMW COAENCTBOBaTL COBEp-
LWEeHWI0 JarbHerwwero npectynrneHns», pasgen 5 —
33 «HEeCaHKLWOHMPOBaHHOE MOaUMULMPOBaHKE Co-
AepXaHns KomnbtoTepa». [laHHble CTaTbW 3akoHa
Takke npefycMaTpuBaloT OTBETCTBEHHOCTb 3a Aes-
HWS, NpUYMHAIOWMEe Bped MHGOPMALMOHHON WH-
pacTpykType nyTeM HeCaHKLWOHMPOBAHHOTO A0-
CTyna 1 MOAUMUKaLMM AaHHBIX.

3akoH 0  kmbepbesonacHoctTm 2007 T
(Cybersecurity Act 2007)2 HanpaBneH Ha ykpense-
HWe knbepbe3onacHOCTM Ha HaLMOHAmNbHOM YPOBHE.
3aKoH yupexaaeT HaluoHarnbHoe areHTCTBo Kunbep-
BesonacHocT (NACSA) u ycTaHaBnuBaeT pamky
ONS  COTPYOHWYECTBA Mexay rocyaapCTBEHHbIMM
opraHamu 1 YacTHbIM CEKTOPOM B cipepe knbepbes-
OMacHOCTU. 3aKOH He COAEPXUT NPSMbIX MOSTOXEHMIA
00 YrofioBHOW OTBETCTBEHHOCTW, OAHAKO CO3faeT
NPaBOBYK) OCHOBY Ans pa3paboTku darnbHenwmx
HOPMaTHBHbIX aKTOB B cdepe knbepbezonacHocT 1
NPOTMBOAENCTBNS KNBEepnpecTynHOCT!.

CynebHas npaktuka CwHranypa v Manaisum no
Aenam o knbepnpecTynrneHnsx noka eLe HaxoamTes
Ha CTagum (HOPMUPOBAHMUS, OLHAKO MUMEIOLMECs
NPUMEPbI AEMOHCTPUPYIOT TEHAEHLMIO K YXKECTOYe-
HMKO  OTBETCTBEHHOCTM 3a KubepnpecTynnexus,
HanpaBneHHble Ha HapyleHne (YHKLMOHMPOBAHUS
WH(DOPMALMOHHON MHGPACTPYKTYpbl. Hanpumep, B
CuHranype no peny “Public Prosecutor v.
Muhammad Irwan Syah bin Samsudin™ cyg npuro-
BOpUN OBBMHAEMOrO K NWLWeHW0 cBobodpl 3a He-
CaHKLMOHNPOBaHHbI JOCTYN K CepBepam YHUBEPCH-
TE€Ta M Kpaxy KOH(MUAeHUManbHbIX gaHHbIX. B Ma-
nansum no pgeny “Public Prosecutor v. Ng Wai
Hong™ cyn npurosopun 06BUHSEMOrO K NMULLIEHWIO

t Computer Crimes Act 1997. Malaysia. Act 563.

URL: https://www.malaysianbar.org.my/malaysia_legislation/co
mputer_crimes_act_1997.html

2 Cybersecurity Act 2007. Malaysia. Act 668.
URL: https://www.malaysianbar.org.my/malaysia_legislation/cy
bersecurity_act_2007.html

3 Public Prosecutor v. Muhammad Irwan Syah bin Sam-
sudin. SGDC 274  (Singapore  District ~ Court).
URL: https://www.elitigation.sg/gdviewer/s/2011_SGCA_32
4 Public Prosecutor v. Ng Wai Hong. 7 MLJ 1 // Malaysia Law
Journal. = URL: https://www.cljlaw.com/index.html
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cB060abl 33 OpraHM3aunto (PULLIKHIOBOW aTakn W
Kpaxy 6aHKOBCKMX AaHHbIX KITMEHTOB.

3aKOH 0 KOMMbIOTEPHOM MOLLEHHUYECTBE U 3M0-
ynotpebnenunax (CFAA) (18 U.S.C. § 1030) asnset-
CA KpaeyrofibHbIM KaMHeM (hefiepanbHOro 3aKOHO-
patensctea CLIA o kubepnpectynHocTu. XoTs B
HeM MpsAMO He onpefenseTcs «Bpen MHpopmaLm-
OHHOM  MH(PACTPYKTYpeE», OH  KPUMUHANU3UpyeT
OEeCTBUS, NpUYnHSoLLME yLiepd «3aluLLeHHOMY
KoMmmbtoTepy». Yilepb onpefensercs LWMPOKO — Kak
«to60e HapyLueHne LenoCTHOCTM Ui AOCTYMHOCTY
[aHHbIX, NPOrpamMmbl, CUCTEMbI UK MHGOPMALIUMMYS.
MonpaBkuW, Take kak 3akoH O 3awmTte kubepnpo-
CTpaHCTBa Kak HauuoHanbHoro aktuea 2010 T.
[PCNAA], elwwe Oonblue nO4YEPKMBAIOT 3aLUTY
«MH(OPMALIMOHHBIX CUCTEM KPUTUYECKON WHGpa-
CTPYKTYpbI». 3aKOH 0 0OMeHe MH(opMauuen o Kku-
bepbesonacHoct 2015 r. [CISA] Takke BHOCWT
BKNnag B npasoByt 6asy, cogeinctsys 0OMeHy WH-
cdopmaumen ans npenoTBpalleHnst kubepyrpos w
KOCBEHHO Npu3HaBas Bped, KOTOPbIA OHU MOryT
HaHecTn uHppacTpykType. CLUA B 3HauuTEnbHOM
CTENEHN MOMnaralTCa Ha OTpacrneBble HOPMbl W
CFAA, KOTOpbIi WMPOKO MHTEPNPETUPYETCS CyaaMu
ANsi 0XBaTa pa3nuuHbIX dopm knbepepeaa. OTpac-
neBble HOPMbI, TakMe Kak HOPMbl AreHTCTBa MO Ku-
BepbesonacHoCT ¥ 3alwmMTe  MHQPaACTPYKTYpbI
(CISA) MunuctepctBa BHYyTpeHHen ©e30macHOCTY
(DHS), npepocTaBnsoT AanbHENILME YKa3aHUs ANs
CEKTOPOB  KPUTUYECKON MHAPaCTPyKTypbl. ATaka
SolarWinds BbicBETUNA CUCTEMHbLIA BPEd, HaHece-
HMEe KOTOPOro BO3MOXHO 4epe3 KOMMpOMeTaLio
Lienoyek NocTaBoK; 3TO MPUBEMO K YCUMEHWKD KOH-
TPONS M NOTEHUMANbHBIM PErYNATOPHbIM U3MEHE-
HWUAM ONS YCTpaHeHus Takux puckos. B kauectBe
[aHHbIX OLEHKM WCMOMb3YTCA OTYEThl (PUPM MO
knbepbesonacHocTy TakuX, Hanpumep, Kak
Accenture 1 IBM Security, HO OHM YaCTO OCHOBaHbI
Ha ornpocax W 0TpacneBblX AaHHbIX, MO3TOMY He SiB-
nsTcs 0693aTenbHO  JONYCTUMBIMW - AOKa3aTeslb-
CTBaMU MO KOHKPETHbIM Aenam.

KuTanckoe 3akoHOZATENbCTBO YAEnseT 3Hayu-
TeNbHOe BHWUMaHWe 3alnTe MHGOPMALMOHHON WH-
(hpacTpyKkTypbl M NPOTUBOAENCTBIMIO KMbGEpnpecTyn-
HocTu. 3akoH Kutaiickon HapogHon Pecnybnuku
«O knbepbesonacHocTuy (Cybersecurity Law of the

5 3aKOH O KOMMbIOTEPHOM MOLLEHHUYECTBE U 3noynoTpebne-
Husx (Computer Fraud and Abuse Act of 1986). 18 U.S.C. §
1030. United States Code. [punar B 1986 roay.
URL: https://uscode.house.gov/view.xhtml?req=%28title%3A18
+section%3A1030+edition%3Aprelim%29
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People's Republic of China)! sensietcs ocHoBonona-
ralowmM HOpMaTMBHBIM aKTOM B [JaHHOW cdepe.
CraTbs 76 3TOr0 3aKoHa onpefensiet cetesyto 6es-
OMacHOCTb Kak «CnocoBHOCTb MpUHUMaTL Heobxo-
AUMble Mepbl ANt 3h(EKTUBHON 3alUuTbl CETEN OT
BMELLATENbCTBA, PaspyLLUEHUs UK HeCaHKLMOHMPO-
BaHHOrO JOCTyNa, a Takke NpefoTBpalleHus yTeuy-
KW, CKaXXEHUS UNW YTPpaTbl CETEBBIX AaHHbIX, YTOObI
obecneynTb HENPEPLIBHYIO U HadexHyt paboTy ce-
Tel W ycnyr, a Takke HopMarbHOe WCMonb30BaHWe
AaHHbIX». JTO onpegeneHne BkovaeT B cebs no-
HATUE «Bpes MH(OPMALMOHHON UHAPACTPYKTYpe» B
Ccryyae HapyLEeHWs HEMPEPBLIBHOCTU W HafEXHOCTH
(DYHKLMOHMPOBAHUS CETEN U YCAIyT, a Takke yTpaTbl
UMW UCKXKEHNS [LaHHbIX.

Cratbs 27 3akoHa «O kubepbesonacHOCTU»
yCTaHaBnuBaeT TpeboBaHUs K onepaTtopam Krioye-
BOW MHpopMaLmoHHON uHdpacTpykTypsl (KAW) no
obecneveHnio knbepbesonacHocTn. K KW oTHocAT-
CA «BaXHble OTpaciM W cepbl, Takne kak oble-
CTBEHHas CBA3b W WH(OPMALMOHHbIE YCMyTK, SHEp-
reTvka, TPAHCNOPT, BOAHOE XO3SWUCTBO, (HUHAHCHI,
0OLLEeCTBEHHbIE YCMYrK, 3MEKTPOHHOE MNpaBUTENb-
CTBO M HauuoHanbHas 060pOHa, a Takke Apyrue
BaXHble CETEBbIE MHDPACTPYKTYPLI, KOTOPbIE MOTYT
CEepbesHO MOBMUATL Ha HauuoHanbHylo 6Gesonac-
HOCTb, HApOAHOE XO35MCTBO M CPeacTBa K Cyluye-
CTBOB@HMIO HaceneHuns B Criyyae NoBpexaeHus, no-
TEPU (PYHKLUMOHANBHOCTA WAN  YTEYKM A@HHBIX».
Onepatopbl KW 0Bsi3aHbl NpuHUMaThL Mepbl Mo 3a-
wuTe ot kubepatak, obecneunBartb Pe3epBHOE KO-
NMPOBaHWE [AaHHbIX, NPOBOAWUTL PErynsipHble Npo-
Bepku 6esonacHocTn u coobwatb 06 MHUMAEHTaX
knbepbesonacHocTm.

YronosHbIn kogekc Kutaickon HapogHom Pec-
nybnuku (Criminal Law of the People's Republic of
China)2 cogepxuT psg crtatel, npegycmartpuBaro-
WMX OTBETCTBEHHOCTb 3a KubepnpecTynnexus,
BKNoYas cratbu 2895, 286, 287, koTopble Hanpaene-
Hbl Ha 3alWTy KOMMbIOTEPHBIX WH(OPMALMOHHBIX
cucTeM U aaHHbix. Ctatbs 285 ycTaHaBnMBaeT OT-
BETCTBEHHOCTb 3a «HE3aKOHHOE MPOHUKHOBEHME B

1 Cybersecurity Law of the People's Republic of China. Adopted
at the 24th Session of the Standing Committee of the Twelfth
National People's Congress on 7 November 2016. -
URL: http://www.npc.gov.cn/zgrdw/npc/xinwen/2016-11/07/con

tent _2001605.htm

2 Criminal Law of the People's Republic of China. Adopted at
the Second Session of the Fifth National People's Congress on
1 July 1979, revised on 14 March 1997. — URL: http://www.
npc.gov.cn/zgrdw/npc/xinwen/2009-03/14/content_1471532.htm
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KOMMBbIOTEPHYK  MH(OPMALMOHHYID CUCTEMY TOCY-
[apcteay, ctatbhsl 28 — 3a «paspyLleHne KOMMbHo-
TEPHON WH(OPMALIMOHHOW CUCTEMBIY, CTaTba 287 —
3@ «WCMOMb30BaHWe CeTW AN COBepLUeHUs npe-
ctynneHnity. Ctatbs 286 sBnsetcs Haubonee pe-
NEBaHTHOW, TaK Kak OHa npegycMaTpuBaeT OTBET-
CTBEHHOCTb 3a «paspyLleHue, W3MeHeHue, fobas-
NeHne unu yaaneHue OaHHbIX B KOMMbIOTEPHON UH-
(bopMaLMOHHON CUCTEME, @ TaKKe HapyLUeHue Hop-
MasbHoi paboTbl KOMNLOTEPHON MHAOPMALOHHOW
cuctembly. CaHKUMM 3a AaHHbIE NPECTYnneHus 3a-
BMCAT OT CTENEHU TSHKEeCTU NOCNEeLCTBUIA, BKITOYas
nuiwexne ceoboabl Ha cpok ao 10 net n Gonee B
Cny4yae «CepbesHbIX NOCNeCTBUIY.

CynebHasi npaktuka Kutas no genam o kubep-
NPeCTYNNeHnsax AeMOHCTPUPYET KECTKUN Noaxon K
3awmTe  MHGOPMAUMOHHON  MHPACTPYKTYPbI.
Hanpumep, B gene “Wang Xinming and others v.
Jiangsu Telecom et al.™ cyn npusHan rpynny nuy
BMHOBHbIMU B «HE3aKOHHOM MPOHWKHOBEHWW B KOM-
MbIOTEPHYIO MH(OPMALMOHHYKO CUCTEMY» W «pas-
PYLUEHUN KOMMBIOTEPHON WHC(OPMALMOHHOW CUCTe-
Mbl» 3a opraHusaumio DDoS-ataku Ha cepBepbl Te-
NEKOMMYHUKaLMOHHOM KoMnaHun. Cya npuroBopus
opraHusaTopa npectynneHus kK 12 rogam nuileHns
ceobogbl 1 KpynHOMY LUTpady, a APYrX y4acTHUKOB
rpynMbl K pasnnyHbIM Cpokam NnLeHus ceoboabl v
wrpadam. [laHHoe Aeno nogyepkMBaeT Ccepbes-
HOCTb OTHOLUEHMS KUTAWCKUX CydoB K Kubepnpe-
CTYNMEHUSM, HanpaBIieHHbIM Ha HapyLUeHUe (PyHK-
LMOHMPOBAHMSA UHPOPMALIMOHHON UHAPACTPYKTYPBI.

CtpaHbl KOro-BocTouHOM A3nn LEMOHCTPUPYIOT
pasnnyHble Noaxodbl K 3aKOHOAATeNbCTBY O Kubep-
NPECTYNHOCTU W ONPEAEneHno MOHATUSA  «yLiepb
WH(OPMALIMOHHOM UHPACTPYKTYpE», YTO OTpaxaeT
pasfnyHble YPOBHWM 3KOHOMMYECKOTO Pa3BUTKS,
npaBoBble TPaaNULMM U HaLMOHAMNbHBIE NPUOPUTETBI.
MMokasaTenbHbiM Npumepom sensetcs Couyuanucty-
yeckasi pecnybnmka BoeTHam.

Bnactn BbeTHama akTuBHO GOPHOTCS C OHMaiH-
MOLLEHHUYECTBOM 1 KMOEPNPECTYMHOCTbIO. JIOrMYHO,
4YTO YrOnoBHbIE fena 0 KMbepnpecTynneHnsx 4acto
CBS3aHbl C (PUHAHCOBBLIMM MPECTYNNEHNSIMA. B KOH-
TekcTe «ywepba WHPOPMALMOHHON MHGPACTPYKTY-
pe» BbeTHAMCKWe Cydbl Yalle BCero paccMatpusa-
0T KaK 3KOHOMUYeCKuit yiepb, Tak u BO3AenCTBne
Ha OBLLECTBEHHDI MOPSAOK M HaUMOHanbHyl Ges-

3 Wang Xinming and others v. Jiangsu Telecom et al. Jiangsu
Province Nanjing Intermediate People's Court, China. Case
Ne (2014) Ning Xing Chu Zi No. 123.
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OMacHOCTb, Y4MTbIBas MPUOPUTETbI OBLLECTBEHHOM
BesonacHocTy.

3akoH 0 kubepbesonacHocTi 2018 r.! ycraHas-
NMBaeT paMku And 3awuTbl KubepnpocTpaHCTBa
BbeTHama W 3anpeLaeT OEUCTBUS, «HapyLawoLime
3aKOHHbIM nopsigok 1 GesonacHoCTb B kubepnpo-
CTpaHCTBe», BKMoYasi «kubepataku, knbepteppo-
p13M, KNOEPLUNMOHAX W KNBepnpecTynneHus».

YronosHoe 3akoHofaTenbcTBO BbeTHama [Je-
MOHCTPUPYET Hanuume pas3BUTbIX HOPM O MPecTyn-
NEHUsIX, CBA3AHHbBIX C HapyLLeHWeM npasun B obna-
CTU WH(OPMALMOHHBIX M TENEKOMMYHUKALMOHHBIX
TEXHOIMOTMA 1 NPUMEHSIETCH K KubepnpecTynneHu-
SIM, KOTOPbIE HAHOCAT SKOHOMWYECKWN Bped B Yu-
CTOM BUZe (B BMAE CTOMMOCTHOM OLEHKM HE3aKOH-
HOM MPWOBINK W/WUNK NPUYUHEHHOTO MaTepUarnbHOro
ywepba), a TaKke N0 KOMMYECTBY 3apaKEHHbIX
YCTPOMUCTB.

Takum obpasom, n Kutait, 1 BbeTHam 4eTko
OnpeaensoT NPUOpPUTET HaLMOHanbHOM 6esonacHo-
CTU U coumarnbHON CTabunbHOCTU B CBOEM 3aKOHO-
patenbcTBe 0 kubepbesonacHOCTH, YTO MOTEHLM-
anbHO pacLMpsieT BO3MOXHOCTW TOMKOBaHWS Tep-
MWHa «Bped» M cyaebHOro npecnegoBaHNs 3a Ku-
Bepnpectynnenns. 3anagHble KOPUCAMKLMM, Kak
npaBuno, yoenstoT 6onblie BHUMAHWUS 3KOHOMUYeE-
CKOMY yLepby 1 HapyweHuo paboTsl Cryxb, XoTs
npobnembl  HauMoHanbHOM ©e30MacHOCTU  Takxke
CTaHoBATCSA BCe 6onee akTyanbHbIMM.

OcHoBbIBasiCb Ha NPOBEAEHHOM CPaBHUTENBHO-
NPaBOBOM aHanu3e W BbISBMEHHbIX NPOBIEMHbIX
acnekTax AokasblBaHus «Bpeda MHMOPMALMOHHON
WHpacTpykType», ana Poccuiickon ®epepauum
npeacTaBnseTcs  LenecoobpasHbiM - ChopMynmpo-
BaTb PS4 NPaKTUYECKUX PEeKOMeHAaLui, Hanpas-
NEHHbIX Ha COBEpPLLEHCTBOBAHWE 3aKOHOL4ATENbCTBA
W NpaBONPUMEHNUTENTbHON MPaKTUKK B cpepe 3aLlu-
Tbl UHHOPMALMOHHON MHPACTPYKTYpbl OT Kubep-
NPECTYMHbIX NOCAraTeNbCTB.

3akoHogaTenbHoe 3akpenreHne MOHATUS «BPea
WH(OPMALIMOHHON MH(PACTPYKType» M nocnesoBa-
TENbHOE COBEPLUEHCTBOBAHWE NPAaBOBbIX U OpraHu-
3aLMOHHBIX MEXaHM3MOB €ro YCTaHOBIEHWUS W AOKa-
3blBaHWA BLICTYMaOT B Ka4yeCTBe MMMNEpPaTMBHbIX
ycrnoBun ans oopMupoBaHns 3ddeKTUBHON cuUcTe-
Mbl NPOTUBOAEICTBISA KnbepnpecTynHocTM 1 obecne-

* Law on Cyber Security 2018, Vietnam. 3akoH 0T 12 uioHs
2018 roga Ne 24/2018/QH14 HaumuoransHoro cobpaHus Couu-
anuctuyeckon Pecnybrvku BeeTHam o kubepbesonacHocTn. —
URL: https://www.economica.vn/Content/files/LAW%20&%20R
EG/Law%200n%20Cyber%20Security%202018.pdf
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yeHus knbepbesonacHOCTM rocygapcTea v busHeca B
YCNoBMSX LhpOBOM TpaHCGopMaLm obLiecTBa.

Mpu 3TOM yCTaHOBMEHWE W AOKa3blBaHWE Bpesa,
NPUYMHEHHOTO KbepnpecTynneHnem obbekTam Kpu-
TUYECKON MHKDPACTPYKTYpbI, NpeacTaBnseT cobon
CNOXHYI0 3adavy B Cuny psifa 06bEeKTUBHBIX U CyOb-
eKTUBHbIX (hakTopoB. [laHHbIN BOMPOC NOSNOXUTENBHO
HEe PELLEH Hi B OLHOM MUPOBOM MPaBOMOPSAKE.

AHanua npaBOMPUMEHUTENBHON NPAKTUKA B 3HA-
YUMBIX HOPUCOMKUMAX YOeaUTENbHO MOKa3bIBAET, YTO
LLIMPOKME OMpefeneHns Bpeaa v ero BAO0B, Takue Kak,
Hanpumep, «yLlepby, «HapyLueHre», «cboity, «noTeps
LIeNOCTHOCTW/AOCTYMHOCTWY, AT MpaBOOXpaHUTEb-
HbIM OpraHam 3HauuTenbHY CcBOGOMY AEUCTBUN, HO
MOTYT 3aTPyOHUTL MOHUMAHWE KOMMaHUSMW KOHKpeT-
HbIX MEp W NpeaenoB OTBETCTBEHHOCTY.

Poccuitckoe 3akoHO4ATENbCTBO AOSMKHO (hopMU-
pOBaTLCA UCXOLS U3 KOHLenuun «knbepcyBepeHuTe-
Ta», KoTopasi NOAYEepKMBAET rOCYAAPCTBEHHbIA KOH-
TPONb Haf UHTEPHET-NPOCTPAHCTBOM M MHOpMaLW-
OHHOW MHAPPACTPYKTYPOI BHYTPW CBOUX rPaHML,

Mo 3TOM NPUYMHE OTEYECTBEHHbIE HOPMbI O Ki-
Bepbe3onacHOCT KPUTUYECKON MHGOPMALIMOHHOW
WHPaCTPYKTYPbl  AOMKHbI  ObITh  MPUHLMINANBHO
OPWEHTMPOBaHbI Ha HaLMOHarnbHyo 6e30nacHOCTb 1
00LLeCTBEHHYI0 CTabuUNbHOCTD, a yiwepb no yronos-
HbIM [enam O NPecTYnneHusx, 3aTparvBatoLmx
KWW, moxeT BbITb WHTEPNPETUPOBAH He TOMbKO B
9KOHOMUYECKUX TEPMUHAX, HO U B KOHTEKCTE MOTEH-
UmarnbHONW Yrpo3bl rocyfapcTBeHHOW BesonacHoCTy
WU counanbHoOM CTabunbHOCTM, OoBeputo obLie-
CTBa K rocygapCTBeHHbIM Yycnyram. ®aktopamu,
oTArYaloWmMM BUHY, MoryT 6biTb artaka Ha KWW,
yTeuka YyBCTBUTENbHbIX JaHHbIX W Npefnonaraemas
CBS3b aTaKyLMX C MHOCTPAHHbIMU roCcyAapcTBamm
unu opraHusauusmn. Takum o6pa3om, KOCBEHHOE
[eUHUTUBHOE Npu3HaHWe Bpeda sBnsetcs bonee
NPeAnoYTUTENbHBIM NPSMOMY ONpefeneHnto Bpeaa,
NPUYUHEHHOMY MH(OPMALMOHHON UHMPACTPYKTYpe
B YrOMOBHOM 3akoHe. besycrnoBHO, 4TO BBEAEHME
neranbHoro onpegeneHns «speaa MHMOOPMAaLWOH-
HOW MHMPACTPYKType» MO3BOMMUT MOBbLICUTL OMpe-
[ENEHHOCTb MPaBOBbIX HOPM ¥ YHU(MLMPOBATbL
NPaBONPUMEHUTENbHYIO NPaAKTUKY, HO CaMo MOHSTUE
[OMKHO OblTb OCHOBAHO Ha LUMPOKOM W WHKMHO3WB-
HOWN TPaKTOBKE €r0 COCTABMALLMX.

YCTaHOBIEHO, YTO pacyeT (hMHAHCOBOrO BO3AeN-
cTBUS Kubepatak 4acto 3aTpygHuteneH. OH BKMto-
YaeT npsMble 3aTpaTbl (Hanpumep, pearMpoBaHue
Ha WHUMOEHTbI, BOCCTAHOBNEHWE CUCTEMbI), KOC-
BEHHble 3aTpaTtbl (Hanpumep, nepepeis B pabote
BusHeca, NoTepPI0 NPOM3BOAUTENBHOCTH, penyTaLu-



S5KOHOMUKA. TTIPABO. OBIIECTBO e T. 10, Ne 4 (44), 2025 VYronoBHOE MpaBo U Mpouecce
|

OHHbIN yLiepb), noTeHUManbHble AONroCPOYHbIe Mo-  arbHbli yilepb, Tak U KOCBEHHBIN W HemaTepuasnb-
CNeAcTBMs (HanpuMep, NOTepro JOBEPUS KMMEHTOB,  HbIW Bpef, BKM0Yas YNyLLEHHYIO BbIrOAY, penyTauu-
CHDKEHWE CTOMMOCTM akuui), B TOM YWCIE OLEHKY  OHHble MOTEPW, COLManbHbIE M JKOMOrMYeckue no-
HapyLueHns paboTbl Cyx6 1 noTeHUManbHble puckn  cneacteust. Mpu paspabotke MeTOaMK Lenecoob-
Ans 6e30nacHoOCT M yrpo3bl JKM3HW M 340POBbIO  Pa3HO MPUBMEYEHWE MEXOUCLMMNAMHAPHONA rpynmnbl
rpaxgaH, YTo npeacTaBnseT cobOM 3HAUMTENbHBIN,  KCMEPTOB, BKIKOYALOWIEN CrieuynanncToB B obnacty
XOTSl W HemaTtepuarnbHblil, Bped. OKOHOMUYECKUA  SKOHOMMKMW, MHGOPMALMOHHBIX TEXHOMOTUI W topuC-
BPeA AOMKEH OMPEaensTbCsa UCX0Aa U3 SKOHOMMYEe-  NpyaeHumn. MeToamkn OLeHK Bpeaa AOMKHbI BbiTb
CKUX MOTepb, NPOLOIKUTENBHOCTU CBoeB B paboTe  YHU(ULMPOBAHbI, YTBEPXAEHbI HA BEJOMCTBEHHOM
CUCTEM M BO3LENCTBUS Ha OOLLECTBEHHbIE WHTEPE-  YPOBHE W MPUMEHSTbCS NPaBOOXPAHUTENbHBIMA 1
Cbl. TOYHOE KOMMYECTBEHHOE ompedeneHne 3TMx  cyaebHbIMM OpraHamu Npu paccnefoBaHuM W pac-
noTepb W YCTAHOBMEHWE MNPAMOA  MPUYMHHO-  CMOTPEHWW YrONOBHbIX A€M O KUBEpPnpecTynneHunsX.
CNeACTBEHHOM CBS3N C KubepaTakoit UMetT peLua- AKTyanbHbIM HanpaBfeHWEM WCCReaoBaHuin 8-
loLLiee 3HaYeHWe Ans rpaxaaHCKMX UCKOB. NAeTca u3yyeHne BO3MOXHOCTW W LienecoobpasHo-
[nsa uenei npaBonpUMEHeHUs W onpedeneHus  CTU pa3paboTkyM YHUPULMPOBAHHBIX MEXZyHapod-
pasmepa ywepba, noanexawero BO3MELLEHWIO,  HbIX CTAHOAPTOB ONPEAEneHNs 1 OLEHKN pasfinyHbIX
npeacTaBnseTcs HeobxoauMbiM pa3paboTatb M UM-  BMAOB Bpeda, NMPUYMHEHHOrO KubepnpecTynneHus-
NNEMEHTMPOBATb Hay4yHO 060CHOBaHHbIE METOAMKM MW, ANS Lenei MexayHapoaHoro CoTpyaHUYecTsa B
OLEHKN pasnuyHbIX BMAOB Bpeda, MPUYMHEHHOro  cdepe Gopbbbl C KMOEPNPECTYMHOCTLIO U rapMOHK-
knbepnpecTynneHnsMin obbekTaM KPUTUMYECKOR MH-  3aUWW HaLMOHAaNbHOTO 3aKOHOL4ATeNbCTBa pasnuy-
(hOpMaLMOHHON WHGPACTPYKTYpbl. YKa3aHHble Me-  HbIX rocydapcTB.
TOOUKM AOMKHbI YYMTbIBaTb Kak MpsIMOi MaTtepu-
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1. Anukesuy []. C. lNouck HOBOro Noaxoda B BbICTPaMBaHMM YrONOBHO-NPOLIECCYaNbHOrO A0Ka3biBaHWS MO
Aenam 0 NpecTynneHusx B cepe KOMNbIOTEPHON UHopMaLmm // Bonpockl pOCCUACKOTO U MEXAYHapO4HOrO
npaea. — 2025. - T. 15. = Ne 7-1. - C. 119-126.

2. Bexos B. b. KomnbloTepHble NpecTynrieHns: cnocobbl COBEPLUEHUS U METOAbl paccriefoBaHus. —
M. : MpaBo n 3akoH, 2018.

3. ToHyap B. B. Bonpocbl COBEPLUEHCTBOBAHWS AEATENBHOCTY NPABOOXPAHUTENBHBIX OPraHoB B 0bnacty
npeaynpexaeHns, packpbiTUs U paccrefoBaHus KubepnpecTynneHnin B KpeauTHo-puHaHcoBoi cdepe //
BecTHuk Mockosckoro yHueepcuteta MBJ] Poccun. —2019. — Ne 3. — C. 177-180.

4. [lempeHko C. B. KnbepnpecTynHOCTb: KPUMMUHOMOIMYECKAs XapaKTEpUCTUKA U NpeaynpexpeHne. —
M. : FOHuTtn-Mana, 2020.

5. Tamapuyk M. []. O6ocHOBaHME cocTaBa TUMOBOrO YEMOAAHYMKA NS NPOBEAEHNS pacCnefoBaHWi Ku-
Bepnpectynnenni // HayuHblin acnekt. — 2023. — T. 17. — Ne 6. — C. 2223-2231.

140



